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Hybrid work is 
transforming the way
your organization operates

Source: Accelerating Digital Agility Research (CIO Data) — Cisco, 2021

of CIOs say it’s important to empower a distributed workforce with seamless 
access to applications and consider high-quality collaborative experiences top of 
mind

85%
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of CIOs say it’s important to maintain security, control, and 
governance across user devices, networks, clouds, and applications85%

Source: Accelerating Digital Agility Research (CIO Data) — Cisco, 2021

69% of CIOs believe insights will be more important than ever 
to deliver a seamless consumer experience

ApplicationsApplications are
hyper-distributed across a 
diverse IT landscape
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Hybrid 
work

Application
s

The traditional networking 
model is inadequate

The traditional networking model is inadequate

SaaS

IaaS

Private 
cloud

Internet

Bottle neck

MPLS VPN 

Internal 20%

Internet 80%

Traffic

Changes in traffic patterns are creating 
bottlenecks and performance challenges

Problems
• App performance
• User experience
• Security efficacy
• # of tools / vendors
• Integrations
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Are you ready in the middle?Network transformation is needed
A transition to a cloud-enabled topology 

SASE is 
an approach and a 
cohesive long-term 
strategy to address 
these challenges 

Cisco has a strong vision to deliver a fully integrated SASE 
solution, as well as the financial resources to execute the vision.

Gartner MQ report for WAN Edge Infrastructure, September 2021

Hybrid 
work

Application
s
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Network transformation
Transition from a DC-centric topology to one that’s cloud ready

DC-centric

MPLS VPN

Cloud-Enabled

S  A  S  E
Perimeter security
appliances to protect network

Internet Private
Apps Internet SaaS
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At Cisco, we’re uniquely positioned to help

Networking Security Zero Trust
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SecureX

 Services: Talos Incident Response |  Managed Detection and Response | Segmentation

threat 
intelligence

 Malware Analytics

Network User/Endpoint Cloud Edge Application

And the most comprehensive cybersecurity 
platform in the industry
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At Cisco, we’re uniquely positioned to help

Networking Security Zero Trust Visibility
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Our approach and capabilities are second to none

The pioneer in cloud security

The Leader in Zero Trust

Largest SD-WAN solution 
provider

Largest 
commercial 
threat 
intelligence team 
on the planet

Securing

100% 

#1
in SD-WAN 

market share

of the 
Fortune 100

61M

80%                    of
the internet traffic 
through Cisco’s 
infrastructure

endpoints protected

threat 
intelligence
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Our vision: End-to-end 
secure connectivity as a 
service

Cisco is driving the revolution of 
secure access everywhere
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Thank You !




