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Enterprises are too 

dependent on network

Networks are too 

complicated to operate

Experienced Experts are 

overwhelmed

“To remain ahead of increasing network complexity, 

network operators must explore and learn new advanced 

automation and analytics tools.”
Source: NetOps 2.0: Embrace Network Automation and Analytics to Stay Relevant in 

the Digital Business Era, Gartner 2017 
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Perimeter vs. Internal security
90% of security budget is spent on perimeter while only 25% target it.



Insider Threats
one of the most common ways customer data
or industrial and trade secrets are leaked



Once malware get’s in,
perimeter and prevention are useless
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