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The ability to gather the latest information about emerging threats in 

cyberspace plays a crucial role in the protection of company

data, assets and intellectual property. 



ESET's Early Warning provides information about malware and its 

configurations, which is actually used or would be utilized in 

attacks against specific organizations or their customers (e.g.,  

targeted threats).

ESET THREAT INTELLIGENCE



The Targeted Malware Report keeps you informed about a 

potential attack that’s under preparation or an ongoing attack aimed 

specifically against your organization. 



The Botnet Activity Report brings regular reporting and 

quantitative data about the identified malware families and variants 

of botnet malware which are being monitored as part of ESET 

Threat Intelligence. 

Classified according to malware type, the report provides a list of 

known Command and Control servers involved in botnet 

management, as well as a list of targets for the malware.



• Monitoring the behavior of thousands of different variants of malware 

families 

• Proactively informing as soon as targeted malware appears

• Not necessary to dispose with infected systems for obtaining of 

information on targeted malware 

• Active development of monitoring systems together with the customer

• Technical information describing the properties and behavior of 

malware including its configuration file

• Information on propagation vector of malware

• Possibility to block command and control servers of botnet malware

EARLY WARNING BENEFITS



Services adds:

Malware Analyze

Malware Extraction

Malware Consulting 

The Targeted Phishing Report keeps you informed about a phishing 

attack specifically against your organization. 



Thank you for your time.   ….any questions?

dekys@eset.sk


